# Nmap Scan Report - [Scan Summary](#scansummary)

* Target IP

## Scan Summary

Nmap 7.95 was initiated at Mon Sep 22 with these arguments:  
*nmap -sS Target IP*

Verbosity: 0; Debug level 0

## Target IP(online)

### Ports

The 996 ports scanned but not shown below are in state: **closed**

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| Port | | State [(toggle closed [0]](javascript:togglePorts('porttable_192.168.100.58','closed');) [| filtered [0])](javascript:togglePorts('porttable_192.168.100.58','filtered');) | Service | Reason | Product | Version | Extra info |
| 135 | tcp | open | msrpc | syn-ack |  |  |  |
| 139 | tcp | open | netbios-ssn | syn-ack |  |  |  |
| 445 | tcp | open | microsoft-ds | syn-ack |  |  |  |
| 1309 | tcp | open | jtag-server | syn-ack |  |  |  |

### Remote Operating System Detection

Unable to identify operating system.